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1
Decision/action requested

This contribution adds a conclusion to KI#6
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Rationale

There are currently several solutions addressing KI#6 in TR 33.813[1], all of them introduce noticeable overhead in the sense of signalling or encryption operations. 
 Taken from TS 23.501 [2]: 

“5.15.9
Operator-controlled inclusion of NSSAI in Access Stratum Connection Establishment
The Serving PLMN can control per Access Type which -if any) NSSAI the UE includes in the Access Stratum when establishing a connection caused by Service Request, Periodic Registration Update or Registration procedure used to update the UE capabilities. In addition, the Home and Visited PLMNs can also instruct the UE to never include NSSAI in the Access Stratum, regardless of the procedure that causes a RRC Connection to be established, i.e. to always enable privacy for the NSSAI).”
Reading further in TS 23.501 [2], the UE modes of operation are listed.
The mode parameters are, 

“a)
The UE shall include an NSSAI set to the Allowed NSSAI, if available, in the Access Stratum Connection Establishment caused by a Service Request, Periodic Registration Update or Registration procedure used to update the UE capabilities;

b)
The UE shall include a NSSAI with the following content:

-
for the case of Access Stratum Connection Establishment caused by a Service Request: an NSSAI including the S-NSSAI(s) of the Network Slice(s) that trigger the Access Stratum Connection Establishment; i.e. all the S-NSSAIs of the PDU sessions that have the User Plane reactivated by the Service Request, or the S-NSSAIs of the Network Slices a Control Plane interaction triggering the Service Request is related to, e.g. for SM it would be the S-NSSAI of the PDU Session the SM message is about;

-
for the case of Access Stratum Connection Establishment caused by a Periodic Registration Update or Registration procedure used to update the UE capabilities, an NSSAI set to the Allowed NSSAI;

c)
The UE shall not include any NSSAI in the Access Stratum Connection Establishment caused by Service Request, Periodic Registration Update or Registration procedure used to update the UE capabilities; or

d)
The UE shall not provide NSSAI in the Access stratum of 3GPP access.

For the case of Access Stratum Connection Establishment caused by Mobility Registration Update or Initial Registration in modes a), b) or c) the UE shall include the Requested NSSAI provided by the NAS layer and defined in clause 5.15.5.2.1. “
 The UE default mode of operation is the following:

-
For 3GPP access the UE shall by default operate in mode d) unless it has been provided with an indication to operate in mode a), b) or c).
-
For untrusted non-3GPP access the UE shall operate by default in mode c).
These modes of operation are quite optimized and ensures privacy of NSSAI for sensitive network slices in an operator controlled manner when required. 
The new solutions proposed for encrypting the NSSAI in AS layer and keeping the encryption key current and fresh adds lot of signaling overhead and complexity to the AMF and gNBs. This much complexity is not justified, when a Rel-15 solution already exists.
4
Detailed proposal

***
BEGIN CHANGES
***
8.2.1
 Conclusions for key issues

For Key Issue #1 Authentication for access to specific Network Slices, a merge of Solution#1, solution#2 and Solution#4 are recommended as the basis for the normative work.
For Key Issue#2, AMF key separation, it is concluded not to consider in the present document, since the use case that this key issue is addressing, is not concluded in TR 23.740 [5]. 

For Key Issue #5, it is recommended that Solution #9 is used as the basis for normative work.

For Key Issue #6, it is recommended to rely on the default behaviour specified in 23.501[3] clause 5.15.9.
***
END OF CHANGES
***
